**Getting Started Task 2 Template**

Use the template outline below to capture the rubric requirements and key points and to serve as your task report. After you have captured the appropriate data, massage each section into the required number of paragraphs and ensure you have captured all the required points highlighted.

**A. WLAN Vulnerabilities**

**First vulnerability for WLAN**

(Examples can be found in chapter 4 of course material)

**Second vulnerability for WLN**

(Examples can be found in chapter 4 of the course material)

**B Mobile Vulnerabilities**

**First vulnerability for Mobile devices**

(Examples can be found in chapter 4 of the course material)

**Second vulnerability for Mobile devices**

(Examples can be found in chapter 4 of the course material)

**C. Mitigation**

**First Mitigation for WLAN**

And steps, tools, and documentation (citation)

**Second Mitigation WLAN**

And steps, tools, and documentation

**First Mitigation for Mobile devices**

And steps, tools, and documentation

**Second Mitigation for Mobile devices**

And steps, tools, and documentation

**D. Preventative Measures**

**In this section, you need to list preventive measures that will increase the security posture of the WLAN and mobile environment. You need to list a preventative measure for EACH**

**Preventative Measure for WLAN**

Description of measure and narrative (NIST 800-153 has good info for this)

**Preventative Measure for Mobile environment**

Description of measure and narrative of preventative measure (NIST 1800-22 is a good source of information for this).

**Reference federal, state, or industry regulations that justify these measures.**

Here you must use a regulation to support your preventative measures. You can use any REGULATION from chapter 4 of the course material. **(NIST and ISO’s are standards, not regulations, and will not suffice as such!!)**

**E. Recommended BYOD Approach**

**First Recommendation**

Industry or academic research

**Second Recommendation**

Industry or academic research

NIST 1800-22 has some good guidance on the BYOD approach

**References**

In-text, citations must be in an acceptable format. I recommend APA, but you can use MLA or Chicago style as well.